Commercial Solutions for Classified
(CS{C) Selections for General Purpose
Compute Platform

Overview

Transport Layer Security (TLS) Protected Server products (as defined in the Mobile Access (MA)
Capability Package (CP) and Campus WLAN CP) used in Commercial Solutions for Classified (CSfC)
solutions shall be validated by National Information Assurance Partnership (NIAP)/Common Criteria
Evaluation and Validation Scheme (CCEVS) or Common Criteria Recognition Arrangement (CCRA)
partnering schemes as complying with the current requirements of NIAP Protection Profile for General
Purpose Computing Platform Version 1.0 and this validated compliance shall include the selectable
requirements contained in this document.

Please provide questions, comments on usability, applicability, and/or shortcomings to the CSfC Program

(csfc(@nsa.gov).

Notes

Document Conventions

The conventions used in descriptions of the document are as follows:
* Assignment completed within a selection in the PP: the completed assignment text is indicated

with italicized and underlined text (i.e., CSfC mandatory completed assignments/selections
unless otherwise indicated by the text “at least one of the following underlined selections™)

*  Assignment partially completed in the PP: indicated with italicized text
* Refinement text is indicated with strikethreughs

» Additional clarifying text or CSfC specific language is indicated with 1ight blue Courier
New Text

* Links to sources, additional information, and email addresses are indicated with blue underlined
text.
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